Name: ERIC WEBB

Lab Progress Report Due Date: July 7th, 2019

Current Week Since Start Date: Week 9, 8th Lab

Reporting Week: From July 1st, 2019 to July 7th, 2019

Progress NOT achieved in the previous reporting period (if applicable), that was achieved during this reporting period:

None, all progress achieved this week  

Progress achieved in the reporting week.

Access Control Models (8.1.1 - .7)

Authentication (8.2.1 -.7)

Authorization (8.3.1 - .5)

Web Application Attacks (8.4.1 - .9)

Internet Browsers (8.5.1 - .10)

Application Development (8.6.1 - .12)

Active Directory Overview (8.7.1 - .5)

Windows Domain Users and Groups (8.8.1 - .9)

Linux Users (8.9.1 - .10)

Linux Groups (8.10.1 - .6)

Linux User Security (8.11.1 - .4)

Group Policy Overview (8.12.1 - .6)

Hardening authentication 1 (8.13.1 - .11)

Hardening Authentication 2 (8.14.1 - .7)

Progress not achieved in the reporting week that is needed to be addressed during the next reporting week.  
None. All progress Achieved.

Major unexpected issues during this reporting week:

No hang-ups to report.

Progress expected to achieve in the next reporting period:

Data Management (9.1.1 - 9.1.6)

Advanced Cryptography (9.2.1 - 9.2.5)

Cryptography Implementations (9.3.1 – 9.3.4)

Cryptographic Attacks (9.4.1 – 9.4.3)

Symmetric Encryption (9.5.1 – 9.5.4)

Asymmetric Encryption (9.6.1 – 9.6.3)

File Encryption (9.7.1 – 9.7.10)

Public Key Infrastructure (PKI) (9.8.1 – 9.8.8)

Hashing (9.9.1 – 9.9.5)

Data Transmission Security (9.10.1 – 9.10.9)

Data Loss Prevention (DLP) (9.11.1 – 9.11.3)

Redundancy (9.12.1 – 9.12.10)

Backup and Restore (9.13.1 – 9.13.10)

Cloud Storage (9.14.1 – 9.14.3)